
Regulations for electronic communication between client and 
Steuerkanzlei Ekrem Uyulur, Zirkusweg 1, 20359 Hamburg (hereinafter: StB) 

 
The client wants correspondence via SMS, WhatsApp, social media, other message service providers, 
email and fax. 
 
1. email-communication 
 
If the transmission of data is not protected by suitable encryption in the context of electronic 
communication between the client and StB or other third parties (e.g. credit institutions), there is a 
fundamental risk that data can be intercepted and read by third parties. Knowing this risk, the client 
wishes to receive correspondence by email to the following email address without any further 
security measures: 
 
eMails: ____________________________________________________________________________ 
 
2. Regulation on sensitive data 
 
The StB may send or receive unsecured annual financial statements, tax returns, business 
evaluations and all other data and documents to the client and to third parties with whom the client 
has a business relationship (e.g. credit institutions) if the transmission or receipt is included from the 
assignment. 
 
3. Regulations on data from third parties 
 
If data of third parties are affected (e.g. payrolls, data of spouse), the client must obtain the consent 
of this data. The StB assumes that the consent is given as long as there is no other information from 
the client. 
 
The client or affected third parties can revoke this consent at any time. 
 
 
Name client in block letters: ____________________________ 
 
 
Signature of client: ____________________________________ 
 
 
place and date: _______________________________________ 


